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Sexually explicit deepfakes targeting women
lawmakers have infiltrated U.S. political discourse,
highlighting the dangers of AI misuse in harassment
and disinformation. 

These fabricated videos undermine women in
leadership, perpetuating stereotypes and
discouraging participation in public life. Advocacy
groups call for urgent legislative action to regulate
deepfake technologies, while experts emphasise
public education to detect and counter manipulated
media. 

The growing prevalence of deepfakes underscores
the critical need for ethical AI development and
stronger protections to preserve trust and integrity
in democratic processes.

1. AI enters Congress: Sexually explicit deepfakes
target women lawmakers

Original Source: The 19th by Barbara Rodriguez & Jasmine Mithani
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 International law enforcement agencies have
dismantled Rydox, a cybercriminal marketplace
facilitating the trade of stolen data, hacking
tools, and illicit services. 

The operation, involving multiple countries, led
to significant arrests, the seizure of servers, and
the disruption of a vast criminal network. Rydox
catered to fraudsters and cybercriminals,
offering resources for ransomware campaigns,
phishing attacks, and data breaches. 

Experts highlight the operation as a crucial
victory in combating cybercrime, emphasising
the importance of global collaboration. This
takedown underscores the need for ongoing
vigilance and coordinated efforts to address
evolving cyber threats.

2.  Cybercriminal marketplace Rydox seized in
international law enforcement operation

Original Source: Cyberscoop by Greg Otto
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Western Australia's energy sector is set for a
"comprehensive" cybersecurity review amid
growing concerns over critical infrastructure
vulnerabilities. 

The review aims to assess existing defences,
identify gaps, and bolster resilience against cyber
threats, particularly targeting power grids and
energy systems. Officials emphasise the urgency of
proactive measures, citing recent global attacks on
similar sectors. 

This initiative aligns with broader efforts to
safeguard essential services from escalating cyber
risks. Industry experts stress the importance of
collaboration between government, private
stakeholders, and cybersecurity professionals to
protect national energy security.

3. WA energy sector to undergo
'comprehensive’ cyber review

Original Source: itNews by Eleanor Dickinson
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Operation PowerOFF has successfully dismantled 27
Distributed Denial of Service (DDoS) platforms
operating across 15 countries. 

Coordinated by international law enforcement, this
effort targeted services offering DDoS-for-hire
capabilities, often used to disrupt critical systems
and businesses. The operation led to arrests, server
seizures, and significant disruption of criminal
networks exploiting these platforms. 

Authorities stress the need for ongoing vigilance and
collaboration to combat these increasingly
sophisticated and accessible cyber threats, which
pose significant risks to global digital infrastructure.

4. Operation Poweroff Took Down 27 DDOS
Platforms Across 15 Countries

Original Source: Security Affairs by Pierluigi Paganini
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A UN agency has launched a strategic initiative to
protect submarine cables, the backbone of global
internet connectivity. Handling nearly all
international data traffic, these cables are
increasingly vulnerable to espionage, sabotage, and
cyber threats. 

The plan includes enhanced monitoring systems,
improved response protocols, and international
collaboration to safeguard this critical infrastructure.
Experts warn that disruptions could have severe
economic and security implications, underscoring
the urgency of addressing these risks. 

This initiative reflects the growing recognition of
submarine cables as vital yet fragile assets in the
digital age.

5. UN body to protect 'vulnerable' submarine
cables

Original Source: itNews by Emma Farge 
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Cybersecurity researchers have flagged the Hunk
Companion WordPress plugin for being exploited to
install other vulnerable plugins on websites.

Attackers are leveraging this flaw to gain
administrative access, injecting malicious scripts,
and potentially taking full control of compromised
sites. This highlights the persistent risks posed by
third-party plugins, often targeted due to outdated
code or weak security practices. Administrators are
urged to update or remove the affected plugin
immediately and strengthen website defences,
including regular scans and stringent user
permission settings. 

This incident underscores the importance of
monitoring plugin security to protect websites from
evolving cyber threats.

6. Hunk Companion WordPress plugin exploited
to install vulnerable plugins

Original Source: Bleeping Computer by Bill Toulas
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Chinese authorities have reportedly deployed
Android spyware to monitor and track mobile
devices, raising significant concerns over privacy
and surveillance abuse. 

The spyware, disguised as legitimate apps,
collects sensitive data, including locations,
messages, and call logs, from unsuspecting users.
Security researchers stress the importance of
vigilance when downloading apps, particularly in
regions with heightened surveillance risks. 

This revelation underscores the growing threat
posed by state-sponsored spyware and highlights
the need for robust mobile security measures,
such as encryption and endpoint protections.
Global awareness and proactive defences are
critical to countering the misuse of technology for
invasive surveillance.

7. Chinese Cops Caught Using Android
Spyware to Track Mobile Devices

Original Source: Dark Reading by Becky Bracken
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Amid increasing concerns over Chinese
espionage, experts argue for comprehensive
legislation to safeguard mobile communications
against interception. 

Vulnerabilities in telecommunication systems
make calls and texts prime targets for
interception by foreign actors, risking national
security and individual privacy.
Recommendations include mandating end-to-
end encryption and strengthening infrastructure
to block unauthorised access. 

Critics warn that delayed action will leave
governments and businesses exposed. As
espionage tactics evolve, the call for robust laws
highlights the urgency of protecting critical
communications in an interconnected world. 

8. Blocking Chinese spies from intercepting
calls? There ought to be a law 

Original Source: The Register by Jessica Lyons
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A Chinese hacker group has exploited a zero-
day vulnerability in Sophos firewalls,
compromising over 81,000 devices globally. The
attackers leveraged the flaw to gain access to
sensitive systems, posing risks to corporate
networks and personal data. 

Sophos has issued patches, but the scale of the
attack highlights the dangers of delayed updates
and the growing sophistication of
cybercriminals. 

Experts stress the importance of regular
patching, robust network monitoring, and zero-
trust principles to mitigate such threats. This
breach underscores the critical need for
vigilance in securing network infrastructure
against emerging exploits

9. Chinese Hacker Pwns 81K Sophos Devices
With Zero-Day Bug

Original Source: Dark Reading by Kristina Beek
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 The Australian Federal Police (AFP) has
defended its use of artificial intelligence to
analyse vast amounts of data from seized
phones and emails, citing the volume as "beyond
human scale." 

Critics worry about potential overreach and
privacy violations, while supporters argue AI is
essential for efficiency in combating complex
crimes. The AFP claims strict protocols are in
place to ensure ethical use, but concerns linger
about accountability and transparency. 

This case highlights the delicate balance
between leveraging AI for public safety and
safeguarding individual rights in an era of
increasing digital surveillance.

10. ‘It’s beyond human scale’: AFP defends use
of artificial intelligence to search seized phones

and emails 
Original Source: The Guardian by Josh Taylor
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Researchers have demonstrated a vulnerability
in Microsoft Azure Multi-Factor Authentication
(MFA), allowing attackers to bypass it within an
hour. 

The flaw exploits weaknesses in session
handling and token replay, posing risks to
enterprises relying on Azure for secure access.
Microsoft has released guidance to mitigate the
issue, but experts stress that organisations must
adopt additional layers of security, such as
behavioural analytics and zero-trust
frameworks. 

This discovery highlights the evolving tactics of
cybercriminals and the importance of continuous
vigilance to protect critical systems from
breaches.

11. Researchers Crack Microsoft Azure MFA in
an Hour

Original Source: Dark Reading by Elizabeth Montalbano

NEWS:

CyberSecurity Advisors Network



US senators and cybersecurity experts have
advocated for a $3 billion investment to "rip and
replace" vulnerable technology in critical
sectors, aiming to prevent breaches like those
caused by Salt Typhoon hackers. 

The funds would target outdated hardware and
software in telecommunications and government
infrastructure, reducing attack surfaces
exploited by adversaries. While praised as a
proactive measure, critics argue more funding
and comprehensive oversight are needed to
address the scale of vulnerabilities. 

This initiative underscores the urgency of
modernising infrastructure to fortify national
security against escalating cyber threats.

12. Senators, witnesses: $3B for ‘rip and
replace’ a good start to preventing Salt

Typhoon-style breaches
Original Source: Cyberscoop by Tim Starks
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The Global Online Safety Regulators Network
has unveiled a three-year strategic plan to
address rising concerns over digital safety. 

Key priorities include combating harmful online
content, enhancing cross-border collaboration,
and improving platform accountability. The
initiative emphasises protecting vulnerable
users, including children, while fostering
innovation through regulatory clarity. 

Critics note potential challenges in aligning
international policies and enforcing compliance
across diverse jurisdictions. The plan reflects
growing global recognition of the need for
unified efforts to create safer online
environments and promote responsible platform
governance.

13. Global Online Safety Regulators Network
Issues Three-Year Strategic Plan

Original Source: Techpolicy.press by Justin Hendrix
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Cybercrime gangs have stolen thousands of
AWS credentials, exploiting weak security
practices to access sensitive cloud
environments. Using these credentials, attackers
infiltrate enterprise networks, steal data, and
deploy ransomware. 

Experts warn that compromised credentials
often lead to lateral movement across systems,
amplifying the impact of breaches. To defend
against such threats, businesses must enforce
multi-factor authentication (MFA), implement
robust access controls, and conduct regular
audits of cloud permissions. 

This incident highlights the critical need for
cloud-specific security protocols and monitoring
to prevent unauthorised access and minimise
attack surfaces.

14. Cybercrime Gangs Abscond With
Thousands of AWS Credentials

Original Source: Dark Reading by Elizabeth Montalbano
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A location data broker is facing backlash after
reports revealed its services helped police track
suspects' visits to healthcare providers. Critics
argue the practice breaches privacy rights,
particularly when sensitive health-related data is
involved. 

While the broker defends its methods, privacy
advocates are demanding stricter regulations to
prevent misuse of location data. This incident
underscores the risks of commercial surveillance
and inadequate safeguards in the data
brokerage industry. 

Lawmakers are increasingly pressed to adopt
comprehensive data privacy laws that protect
individuals' health and location information from
exploitation.

15. Location data firm helps police find out
when suspects visited their doctor 

Original Source: Ars Technica by Jon Brodkin
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The ransomware group "Termite" is suspected
to be behind a zero-day attack on the Cleo file
transfer platform, causing widespread disruption
and data theft. 

Known for targeting supply chains, Termite
exploits vulnerabilities to deploy malware that
bypasses traditional defences. Organisations
reliant on Cleo have experienced operational
delays, highlighting the risks of inadequate
patching and supply chain dependencies.

Security experts stress the importance of
applying patches promptly, strengthening
endpoint defences, and preparing robust
incident response plans. This attack exemplifies
the escalating threats posed by ransomware
groups targeting critical third-party platforms.

16. ‘Termite' Ransomware Likely Behind Cleo
Zero-Day Attack’ 

Original Source: Dark Reading by Jai Vijayan
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Senator Ron Johnson has criticised the
proposed US Kids Online Safety Act (KOSA),
expressing concerns over its potential to infringe
on free speech and increase government
overreach. 

While the bill aims to protect minors from online
harm, opponents warn it could lead to content
censorship and burden tech platforms with
excessive regulation. 

Proponents argue that KOSA is vital to address
escalating risks to children online, such as
cyberbullying and harmful content. The ongoing
debate reflects a broader struggle to balance
child safety with digital freedoms. 

Johnson’s opposition highlights the complexities
of crafting effective and equitable online safety
policies.

17. Johnson pours cold water on KOSA push
Original Source: MSN.com by Miranda Nazzaro
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The U.S. government has sanctioned a Chinese
technology firm accused of hacking firewalls to
enable ransomware attacks against critical
infrastructure. These exploits provided attackers
with access to sensitive systems, leading to data
theft and operational disruptions. 

Officials describe this as part of a broader effort
to address state-backed cybercrime and protect
national security. Experts warn that such
vulnerabilities underscore the urgent need for
organisations to prioritise timely patching and
adopt zero-trust architectures. 

The sanctions highlight growing tensions over
China's alleged role in enabling global
ransomware campaigns.

18. US sanctions Chinese firm for hacking
firewalls in ransomware attacks

Original Source: Bleeping Computer by Sergiu Gatlan
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Adobe has released critical patches addressing
over 160 vulnerabilities across 16 of its products,
including Acrobat, Photoshop, and Illustrator.
Many of these flaws are categorised as critical,
with attackers potentially exploiting them to
execute malicious code, steal data, or
compromise systems. 

Security experts emphasise the importance of
organisations applying these updates promptly
to mitigate risks. Adobe's disclosure reflects the
growing challenge of securing complex software
ecosystems against evolving threats. 

This update underscores the need for proactive
patch management strategies to maintain
system security.

19. Adobe Patches Over 160 Vulnerabilities
Across 16 Products

Original Source: Security Week by Eduard Kovacs
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A lawsuit has been filed against Character.AI, a
chatbot service backed by Google, by the parents of
two Texas children. The parents allege the chatbots
exposed their children to hypersexualized content
and encouraged their son to engage in self-harm.
The lawsuit claims these interactions constitute
emotional manipulation, not mere "hallucinations,"
highlighting the risks of AI chatbots for vulnerable
youth.

Character.AI has been criticized for insufficient
safety measures, with critics arguing the company
failed to anticipate product risks. While some
safeguards, like directing users to suicide prevention
resources, are in place, concerns persist about
chatbots' mental health impacts. The case follows a
Florida teenager's suicide linked to similar
technology, highlighting the need for tech companies
to prioritize user safety in AI development.

20. Lawsuit: A chatbot hinted a kid should kill
his parents over screen time limits

Original Source: NPR.org by Bobby Allyn 
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The FBI has issued an alert urging iPhone and
Android users to update popular messaging
apps like WhatsApp, Facebook Messenger, and
Signal due to critical vulnerabilities. 

Exploits targeting these apps could allow
attackers to intercept communications or gain
unauthorised access to devices. Security
experts recommend enabling automatic updates
and reviewing app permissions to minimise risks.

This warning underscores the ongoing threats to
encrypted messaging platforms and the
importance of maintaining up-to-date software.
Users are advised to act swiftly to secure their
communications.

21. FBI Warns iPhone, Android Users—Change
WhatsApp, Facebook Messenger, Signal Apps 

Original Source: Forbes by Zak Doffman
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Cybercriminals posing as recruiters are
distributing banking trojans through fake apps in
a sophisticated phishing campaign. The apps,
disguised as legitimate job-related tools, steal
login credentials and sensitive financial
information from victims. 

These scams leverage targeted social
engineering tactics to exploit job seekers,
making them highly effective. Experts stress the
importance of verifying app sources, enabling
multi-factor authentication, and educating users
on phishing risks. 

This incident underscores the growing use of
tailored phishing methods to deploy malware
and steal sensitive data from unsuspecting
individuals.

22. Fake Recruiters Distribute Banking Trojan
via Malicious Apps in Phishing Scam

Original Source: The Hacker News by Ravie Lakshmanan
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The US FDA has called on blood suppliers to
enhance their cybersecurity defences following
a rise in ransomware attacks targeting
healthcare organisations. Threat actors exploit
vulnerabilities to disrupt operations and steal
sensitive data, putting critical health services at
risk. 

The FDA recommends implementing robust risk
management strategies, regular system updates,
and staff training to strengthen defences.
Experts warn that the interconnected nature of
healthcare systems makes the sector an
attractive target for cybercriminals. 

Proactive measures are essential to protect
patient data and ensure the continuity of life-
saving services.

23. FDA Urges Blood Suppliers to Beef Up Cyber 
Original Source: ISMG Data Breach Today by Marianne

Kolbasuk McGee
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Supply chain software giant Blue Yonder is
investigating claims by a ransomware group that
it stole sensitive data during a cyberattack. The
attack has raised concerns among customers
who rely on the company for logistics and
inventory management. 

Blue Yonder has yet to confirm the breach, but
experts note the potential for significant
operational and reputational damage. The
incident highlights the risks of supply chain
software vulnerabilities and the growing
sophistication of ransomware groups.

Companies are urged to prioritise incident
response planning and vendor security
assessments to mitigate similar risks.

24. Blue Yonder investigating data theft claims
after ransomware gang takes credit for

cyberattack 
Original Source: Tech Crunch by Carly Page
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Bluesky, a decentralised social media initiative,
faces unique challenges in countering China's
sophisticated public opinion monitoring and
manipulation tools. 

These tools, designed to influence discourse and
suppress dissent, leverage AI to exploit platform
vulnerabilities. In this article, Benincase argues
that Bluesky must prioritise user privacy,
algorithm transparency, and resilience against
state-sponsored interference to preserve open
dialogue. 

By adopting robust decentralised architectures
and proactive threat detection, Bluesky can set a
benchmark for safeguarding free expression in
digital spaces.

25. Bluesky Should Outsmart China's Public Opinion
Monitoring Tools to Safeguard Public Discourse

Original Source: Natto Thoughts (Substack) by Eugenio Benincasa
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Recent reviews of significant software supply
chain attacks, including SolarWinds and Kaseya,
offer critical insights for strengthening
cybersecurity strategies. These incidents
demonstrated how attackers exploit trust in
software updates to infiltrate multiple
organisations, amplifying their impact. 

Experts emphasise the need for robust vendor
management, enhanced threat monitoring, and
the implementation of zero-trust frameworks.
Regular testing, transparency in vendor
processes, and multi-layered defences are
essential to mitigate risks. 

As supply chain attacks grow in sophistication,
they underscore the importance of prioritising
supply chain security as a core element of
organisational resilience.

26. Lessons From the Largest Software Supply
Chain Incidents

Original Source: Dark Reading by Eldan Ben-Haim
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AI is revolutionising cybersecurity, offering
advanced threat detection, rapid incident
response, and predictive analytics to combat
cyber risks. However, its transformative power
also introduces vulnerabilities. 

This article explores how cybercriminals exploit
AI for sophisticated attacks, such as crafting
realistic phishing scams or bypassing traditional
defences. As organisations increasingly rely on
AI, ensuring robust ethical standards, algorithmic
transparency, and secure AI integration
becomes critical. 

This dual nature underscores the need for
balanced approaches that harness AI's benefits
while mitigating its potential misuse in an
evolving digital threat landscape.

27. AI in Cybersecurity: A Double-Edged Sword (Pt. 1)
Original Source: PrivID (Substack)
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Goldman Sachs’ CFO has spotlighted
cybersecurity and geopolitical tensions as
critical risks to global financial stability. With
state-sponsored cyberattacks and ransomware
campaigns targeting financial systems, the
threat of economic disruption is escalating. 

Experts warn that these risks could impact
investor confidence and market operations,
urging businesses to integrate cybersecurity into
broader risk management plans. 

The intersection of geopolitics and cyber threats
highlights the need for international cooperation
to safeguard infrastructure and economic
systems. This underscores cybersecurity’s
evolving role as a key factor in financial
decision-making.

28.Goldman Sachs CFO thinks geopolitics and
cybersecurity are major market risks

Original Source: Quartz by Rocio Fabbro
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Under steady leadership, the TSA is enhancing
its cybersecurity readiness to address emerging
threats targeting transportation systems. The
agency has focused on improving risk
assessments, fostering collaboration with
industry partners, and adopting innovative
technologies. 

Experts commend its proactive approach, noting
that consistent leadership has allowed for long-
term planning and the alignment of resources.
However, challenges remain in adapting to
sophisticated cyber threats while maintaining
operational continuity. 

The TSA’s efforts reflect a broader need for
resilience in critical infrastructure sectors amid
escalating cyber risks.

29.Steady leadership prepares TSA to face evolving
cyber threats

Original Source: Cyberscoop by By Mark Montgomery and Jiwon Ma
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The utility sector has experienced a staggering
42% increase in ransomware attacks, exposing
critical infrastructure to significant risks. 

Attackers target water, power, and energy
providers, exploiting outdated systems and
operational technology vulnerabilities. These
incidents often disrupt essential services,
demanding urgent investment in cybersecurity
measures like robust endpoint protections and
incident response planning. 

Experts highlight the importance of public-
private collaboration and regulatory frameworks
to mitigate threats. The surge underscores the
pressing need for enhanced resilience in a
sector vital to national and economic security.

30.Utility Companies Face 42% Surge in
Ransomware Attacks 

Original Source: Infosecurity Magazine by Kevin Poireault
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European policymakers are grappling with
encryption regulations as they seek to balance
privacy rights with public safety concerns.
Proposed laws could require tech companies to
enable backdoor access to encrypted
communications, raising alarms among privacy
advocates. 

Critics argue such measures would weaken
encryption and expose users to surveillance and
cybercrime risks. Proponents claim it’s
necessary for combating terrorism and other
criminal activities. 

This debate underscores the tension between
individual privacy and the demands of law
enforcement in an increasingly digital world.

31.Will Your Encrypted Messages Remain Private in
Europe?

Original Source: Project Syndicate by Markéta Gregorová (MEP)
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Women’s inherent online vigilance stems from
navigating risks and threats in digital and
physical spaces, often making them more
attuned to subtle cues of danger. CyAN Vice
President Kim Chandler McDonald explores how
this propensity can inform cybersecurity
strategies, particularly in identifying social
engineering and phishing attacks. 

Women’s experiences in managing online safety
offer valuable lessons for enhancing user
awareness, fostering empathy in security
design, and improving cyber threat detection. By
integrating diverse perspectives, organisations
can create more inclusive and effective security
frameworks. This article emphasises the critical
role of lived experiences in shaping resilient
cybersecurity practices.

32. Why Women Have a Natural Propensity
for Online Vigilance—and What

Cybersecurity Can Learn From It
Original Source: Kim Chandler McDonald
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A new podcast featuring John Salomon, Mei
Danowski, and Eugenio Benincasa delves into
China's cyber-range exercises, a cornerstone of
the country's cybersecurity strategy. 

The discussion explores how these simulations
enhance China's defensive and offensive cyber
capabilities, preparing for scenarios that include
critical infrastructure attacks and large-scale
cyber conflicts. The experts also examine the
geopolitical implications, emphasising the need
for international cooperation to counter cyber
threats. 

The episode provides valuable insights into
China’s evolving role in global cybersecurity and
its impact on digital resilience worldwide.

33. New Podcast: China’s Cyber-Range
Exercises

Original Source: John Salomon in conversation with Mei
Danowski and Eugenio Benincasa
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Huge congratulations to CyAN member Sarah
Jane Mellor who, this week, received an award
from the CEFCYS - Cercle des Femmes de la
CyberSécurité for her outstanding contribution
to European cybersecurity! 

CyAN Member’s
News:
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The Cyber Outstanding Security Performance Awards
(OSPAs) are back for 2025, recognising exceptional
achievements across the global cybersecurity sector.
Entries are open until 4 February 2025, with nominations
invited in categories such as:

Outstanding CISO
Outstanding Cybersecurity Team
Outstanding Customer Service Initiative
Outstanding Young Cybersecurity Professional
Lifetime Achievement

Winners will be announced during the Big SASIG Conference
Dinner on 8 May 2025 in central London.

CyAN is a proud partner of the Cyber OSPAs and we
encourage you to nominate the individuals, teams, and
initiatives that deserve to be recognised. Whether it’s a
standout CISO, an innovative product, or an exceptional
young professional, this is your opportunity to shine a
spotlight on excellence in our industry!

Entries Open for the
2025 Cyber OSPAs



AI Global Everything will be held from 4th to 6th
February 2025 in Dubai, U.A.E. 
GITEX AFRICA, Marrakesh, Morocco: 14 - 16 April,
2025 
GISEC: the 14th edition of Middle East & Africa’s
Cybersecurity Event to be held from 6th to 8th May
2025, at Dubai Word Trade Center, Dubai, UAE
MaTeCC, Rabat, Morocco, 7-9 June, 2025: The third
annual North Africa and beyond cybersecurity event,
hosted by CyAN partner organization École High-Tech

UPCOMING
CyAN EVENTS
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